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Acceptable Use of Information  
Technology Policy FAQS 

What is the purpose of the Acceptable Use of Information Technology Policy? 
 
Sinclair Community College recognizes that the principles of academic freedom, freedom of 
speech, and rights to privacy are essential to the learning process. The College values  
technology as a means of communicating information and ideas to the Sinclair community and 
the general public. This policy provides direction in the appropriate use of all forms of all  
Sinclair IT resources. Following the guidelines outlined in this policy will help ensure IT  
resources are primarily devoted to Sinclairôs education mission. 
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Who is responsible for the Acceptable Use of Information Technology Policy? 
 
 
 
The IT Division created the policy and  
maintains the policy content.  
 
 
 
 
 
 
 
 
 

The policy was approved by the Sinclair Board of Trustees. 
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Who is covered by this policy? 
 
Users covered by this policy are all College students, faculty, staff (including student  
workers), and other individuals granted access to Information Technology resources. 
 

 

This would  
include students, 
faculty, and staff 
at all Sinclair  
locations. 
 
It would also  
include any 
guests or visitors 
granted access 
to IT resources. 
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What are Sinclair IT resources? 
 
Examples include but are not limited to: classroom and  
computer lab PCs; wireless network access; wired network  
access; email; my.sinclair.edu; our.sinclair.edu; Angel;  
devices such as smartphones and PCs provided to employees. 
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Is my use of my personal computing device on the Sinclair network  
covered under the policy? Does this include tablets, smartphones, etc. 
as well as computers? 
 
Yes. This policy covers all personal devices using Sinclair IT resources.  
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How come, isnôt what I do on my own device my own business? 
 
Not if what you are doing on your device while connected to Sinclair IT resources  
violates any College policies or any laws. 
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 Why canôt I use Sinclair IT resources to do 
 whatever I want? What about my rights under  
 the First Amendment? 
 

 All Sinclair IT resources are the property of the college 
 and the college must manage these resources in  
support of the collegeôs mission.  Although Sinclair  
permits a limited amount of personal use as a matter of 
convenience to its users, the primary purpose of IT  
resources is to support Sinclairôs teaching,  
administrative, public service, and campus life activities. 
When a person chooses to make use of Sinclair IT  
resources, regardless of whether this use includes  
non-Sinclair owned services or devices, they implicitly 
have acknowledged their responsibilities under the  
Acceptable Use Policy. Other avenues and resources 
are available outside of Sinclair to conduct personal  
business and express personal views for activities  
outside of the Collegeôs mission. 
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Are my electronic communications on the Sinclair network private? 
 
There is no legal expectation of privacy when using College 
information resources for personal use. Data resulting from 
personal use may be subject to the archive and record  
retention requirements of the College. Data resulting from  
personal use may also be backed up during routine system  
backups. 
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Can a department develop its own policy? A stricter or more lenient 
one? Which policy would take precedence? 
 
Since this is a College policy, departments  
cannot create a more lenient one.   
 
Departments may impose a stricter policy as 
needed, but they should coordinate with the HR 
office. 
 
Academic departments and instructors may also 
impose stricter policy for their classes, but may 
not create a more lenient one.  


